
  
Privacy policy 
Majestic destination privacy policy 
 
Here at majestic destination Limited (“EJH”, or “we”, “us”) we pride ourselves on our 
customer service. This includes how we handle your personal information. We value and 
ensure clarity about how we use your information, to give you choices about how we use it, 
and to ensure its security.  
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1. Policy Overview 
 
Who is responsible for your personal data 
 
Our Privacy Policy applies to the personal data that we at majestic destination collect,  use 
and otherwise process about you as a customer, potential customer or just an enquirer 
(whether as a direct booker, agent booker, site visitor, app user, enquirer to our call centers 
job applicant, etc.) . 
 
We are Majestic destination Limited (“EHL”, or “we”,”us”) and we are a company registered 
in Netherlands with registration no  87815167 and registered office 
 at Aletta jacobsstraat 142, 2037PD, Haarlem. Netherlands  
We control the ways your personal data  is collected and the purposes for which your 
personal data is used by Majestic destination and we are the “data controller” for the 
purposes of the data protection laws that apply to us,  which is the European General Data 
Protection Regulation   .  



 
If you have any questions about this Privacy Policy or the ways in which we handle your 
personal information, please contact us as follows:  
 
FAO: 
 
The Data Protection Officer 
 
Address: 
 
Alette jacobsstraat 142 , 2037 PD , Haarlem, Netherlands . 
 
Email: 
 
info@majesticdestination.com 
 
2. Personal data we collect about you 
 
When we refer to “personal data” in this Policy, we mean information that relates to you. 
Depending on the nature of your interactions with us, your personal data may include for 
example your name, your contact details, information relating to your travel itinerary (e.g. 
your booking reference number, your hotel room preference), your reasons for travelling 
(e.g. wedding, birthday or anniversary), meal and other travel preferences or dietary 
requirements and, if necessary, your health information (to the extent that it is relevant to 
your holiday itinerary or to provide you with special assistance), or information on how you 
use our website and app or you interact with us. 
 
For more information on the parties that may exchange some of your personal data with us, 
please see section 9 below. 
 
If you supply goods or services to majestic destination, most parts of this Policy will not be 
relevant to you; we will only collect and use your business contact information for the 
purposes of our cooperation and we will retain such information for as long as this is 
necessary for our legitimate business purposes.   
 
Categories of data we collect 
 
We will only collect your personal data when we need to. The basis we rely upon for lawfully 
collecting and using your personal data will depend on the purposes for which we need to 
use your personal data. We may collect and process the following categories of personal 
information and on the lawful bases as listed below: 
 
To perform our contract with you: 
 
Personal data used 
 
Why (reason or purpose) 



 
Details about you 
 
Your name and surname and your contact details 
 
(email address, telephone number and postal address) 
 
When you create an account on our website. 
When you book a holiday 
When you purchase our easyJet Plus membership 
When you take part in our competitions or 
When you purchase our partners' travel products available through our website 
Information about other passengers in your booking, and the age range of any children 
traveling with you. 
 
When you make a booking on behalf of other passengers 
Financial information 
This may include billing addresses, credit/debit card details and bank account details 
If you book services on our website, or by phone with us. 
  
Transactional data 
 
Information about your transaction, including your payment card details, date and time, the 
amount charged and other related transaction details. 
 
When you purchase majestic destination products or services. 
Identification documents/information 
This information includes your full name, your nationality, your date of birth, your gender 
(where required) - the number and type of your travel document (e.g. passport or ID), its 
expiry date and country of issue. 
Passenger Name Record (PNR) 
 
The name of the passenger 
Ticketing details, either a ticket number or a ticketing time limit. 
Itinerary 
Name of the person providing the information or making the booking. 
Identification for employment related purposes: we will take a copy of your CV, 
qualifications, and any other necessary information that you provide to us. 
We will also take identification, national insurance number and proof of address and proof 
of entitlement to work in the relevant country. 
Information about your bank account and receipts for expenses you have incurred 
When you check in for specific travel routes. 
To manage your travel bookings and provide our services to you. 
When you apply for a job with us. 
When you attend a job interview with us. 
When you request compensation or the refund of expenses in the event of holiday/flight . 
tours , hotels,disruption. 



Our legitimate interests: 
 
Personal data used 
Why (reason or purpose) 
Information related to your flights and hotels and our services in connection with these (e.g. 
airport transfer, auto-bag drop service,   
Your interactions with us 
The communications you exchange with us (for example, your emails, letters, calls, or your 
messages on our online chat service) 
 
Your posts and messages on social media directed to majestic destination  
Direct Marketing communications (via email, telephone and post). 
To manage your travel bookings and provide our services to you. 
When you book a flight as part of a packaged holiday and 
when you use our services at the airport. 
To improve our services, fulfil our administrative purposes and protect our business 
interests 
When you contact our company or when we contact you or when you attend any event we 
host. 
When you interact with us on social media 
To comply with our legal obligations: 
Personal data used 
Why (reason or purpose) 
Advance Passenger Information (API 
Passenger Name Record (PNR) 
The name of the passenger 
Ticketing details, either a ticket number or a ticketing time limit. 
Itinerary 
Name of the person providing the information or making the booking. 
To fulfil our obligation to provide information to immigration/border control agencies when 
operating on specific flight routes. 
 
Your consent: 
 
Personal data used 
Why (reason or purpose) 
Your feedback and participation in our surveys 
API and Payment card details 
When you reply to our requests for feedback or participate in our customer surveys. 
  
3. Special categories of personal data  
In the course of providing services to you, we may collect some information revealing your 
health information, racial or ethnic origin, physical or mental health or religious beliefs. 
These types of information are considered “special categories of personal data” under the 
GDPR and other data protection laws. We only collect this information where you have 
given your explicit consent, it is necessary to protect your vital interests or those of other 
people, like our other passengers or crew, or where you have deliberately made it public. 



We may also collect information in relation to criminal convictions and offences when this is 
necessary to ensure the safety of our customers, for example if there is an offence 
committed during a flight. 
For example, we may collect the above information in the following circumstances: 
For your safety, when you have a specific medical condition, you will need to inform us of 
that and –where required – provide us with a medical certificate. To find out more on 
medical information you need to disclose to us, please review our medical policy. 
Your health (for example if you ask us to provide you with special assistance during your 
holiday, or to determine your fitness to fly, or if you specify a meal preference that indicates 
a medical condition. 
Your religion (for example if you specify a meal preference that indicates a particular 
religion such as a kosher or halal meal). 
 
If you request special assistance before or during a flight, this could reveal information 
about your health (for example if you ask for a wheelchair). Please note that in this case, we 
will need to provide this information to the staff of the airports to and from which you will 
be flying or those airports’ service providers, so that they can assist you during your tri 
When you provide us with information that could be considered a special category of 
personal data, we will use it only as explained in this Privacy Policy to ensure your safety 
and provide you with the services you have requested. 
 
If you do not allow us to process any special category of personal data, this may mean we 
are unable to provide all or parts of the services you have requested from us. Please be 
aware that in such circumstances you will not be entitled to cancel or obtain a refund of any 
price you have paid.   
 
By the provisions of the GDPR, we need to have further legal basis for collecting, storing or 
using this type of personal data. We process special categories of personal data in the 
following  circumstances: 
 
In limited circumstances, with your explicit written consent; 
 
Where we need to carry out our legal obligations or exercise rights in connection with 
employment; 
 
To protect your vital interests or those of another person where you are physically or legally 
incapable of giving consent (e.g. in the event of a medical emergency). 
 
Where it is needed in the public interest, such as for equal opportunities monitoring. 
 
Where it is needed in relation to legal claims or where it is needed to protect your interests 
(or someone else's interests) and you are not capable of giving your consent, or where you 
have already made the information public. 
 
4. How and why we use your personal data 
 



The data protection laws allow us to use your personal data only if we have a lawful basis to 
do so. Most of the times, we will use your personal data to perform our contract with you, 
i.e. to provide you with options or packages relating to the preferred holiday destination, 
and to fulfil our legitimate interests or those of other parties, when these interests are not 
overridden by your rights (for example, to manage our relationship with you as our 
customer). 
 
In some instances, we may rely on your consent in order to use some of your personal data, 
for example when you choose to save your API details on your account for future use or, 
where necessary, we will seek your explicit consent, for example when you provide us with 
information that may relate to your health.  
 
In other cases, we are obliged by law to collect and use some of your data, for example to 
transfer your API details to border control authorities.  
 
We use your personal data for the following purposes: 
 
When you  book your holiday with us, we use your information to perform our services in 
relation to your  booking, for example to book your hotel, issue your flight tickets, check you 
in for your flight, issue your boarding pass,, accept you on board and take you safely to your 
destination arranging your flight, arranging your tour, transportation or car hire and issuing 
your tickets and providing you with any special assistance (where you provide your consent) 
. We also use it to change your bookings if you request such changes.  
 - To communicate with you and manage our relationship with you 
 
Operational communications  
Occasionally we may need to contact you by email and/or SMS for administrative or 
operational reasons, for example in order to send you confirmation of your bookings and 
your payments, to inform you about your travel itinerary, to notify you when check in is 
available or to advise you of disruption and changes to your hotel reservation or flights. If 
you are using our mobile app, you may receive app notifications for these purposes. We 
may also use your contact details to get in touch in relation to an emergency or a safety 
event.  
 
Please be aware that these communications are not made for marketing purposes and as 
such, you will continue to receive them even if you choose to not receive marketing 
communications. 
 
Enquiries 
When you send us a request, fill in a web-form on our website or interact with us on social 
media, we will use your personal data to reply to you and fulfill your requests, administer 
your claims and resolve any complaints you may have.  
 
In order to make our communication with you more efficient and quickly provide you with 
answers to your queries, we may also use a chat bot to handle your requests or automated 
phone messages that will help you easily get the answers you need without waiting on the 
line. If you still have queries and you prefer to speak to one of our agents, you can always 



contact our Customer Service team. When you contact us by phone, please note that your 
calls may be recorded for training and quality control purposes, including for monitoring the 
services we provide to you.  
 
Compensation claims  
When you make a compensation claim in case of disruption of your majestic destination 
flight, we will approve or reject your claim based on the reason that caused the flight 
disruption, in accordance with the relevant laws. We have implemented new technology in 
order to automatically identify the reason of a flight disruption and ensure that the claims 
relating to a flight that fulfills the necessary legal requirements are approved, without the 
need of our staff to individually assess each claim. If you believe that your claim has been 
rejected on the basis of a reason that does not apply to your flight, you can contact our 
Customer Services team (majestic destination contact center) and they will be able to 
confirm the reason of the flight disruption.  
  
Feedback 
Your opinion is very important to us, so we may send you an email or SMS to seek your 
feedback. 
 
We will use the communications you exchange with us and the feedback you may provide in 
order to manage our relationship with you as our customer and to improve our services and 
experiences for customers (e.g. Determining the effectiveness of our site / tools / services 
and improving the security and optimisation of our network, sites and services). 
 
 - To personalize and improve your customer experience 
 
We may use your personal data in order to tailor our services to your needs and preferences 
and to provide you with a personalized customer experience. For example, your travel/flight 
history helps us understand what you like and ensure that you have access to the offers and 
the products that you find interesting. We may also use your personal data to confirm your 
reservations with respective service providers. Also, if you inform us about your preferred 
departure airports we will be able to send you offers for flights that are relevant to your 
location.  
 
We may also collect information on how you use our website, which packages or 
destinations you search for and what products you buy, in order to understand what you 
like. We may use this information to tailor the content and offers that you see on our 
website www.majesticdestination.com online advertisements and, if you have agreed to 
receiving direct marketing communications, to send you relevant messages and inform you 
of offers that we think you like.   
 
Third parties and marketing 
 
We might rely on third parties to help us with our marketing communications, but we won’t 
share your information with any third parties for their marketing purposes unless you agree 
to our doing so.  
 

http://www.majesticdestination.com/


Our partners’ products 
In addition, we will send you communications promoting our partner’s products and 
services that may relate to your travel arrangements, if you have indicated that you are 
happy to receive these.  
Please note that we will never share your contact details and other personal data with these 
partners or other companies for marketing purposes. 
 
We also work with carefully selected suppliers that carry out certain functions on our 
behalf. For example, companies that help us with IT services, storing and combining data, 
marketing, advertising campaign, market research, processing payments and delivering 
products and services in connection with these purposes and on the lawful grounds 
described above. Our communications may relate to the following products or services:   
 
Product / service 
 
Partner (including group companies) 
 
Flight booking 
 
Hotel booking 
 
Airport transfers 
 
Airport Lounge services 
 
Customer Service 
 
 
We will update the above list with any changes to the products and services available 
through our website.  
  
If you prefer, you can also call our Customer Service team and express your preference to 
not receive marketing communications. 
 
 - To improve our services, fulfill our administrative purposes and protect our business 
interests  
 
We will also use your information to fulfill our legitimate business interests. These interests 
include improving our services and offering you better customer experience, using 
information for accounting, billing and audit purposes, credit or other payment card 
verification, fraud screening, safety, security and legal purposes, statistical and marketing 
analysis, systems testing and maintenance. 
We will use personal information for the above business purposes only where we consider it 
necessary and we will try where possible to use information that does not allow the 
identification of our customers, for example we will mainly use aggregate data for analysis 
purposes.  
 



When we need to use information that can potentially allow the identification of our 
customers, we will use as little information as possible and we will do that in a way so as to 
respect our customers’ rights and freedoms.  
 
 - To comply with our legal obligations, for example, our obligation to provide information to 
immigration/border control agencies when operating on specific flight routes. The majority 
of destinations require airlines, cruise lines and tour operators to provide “Advance 
Passenger Information” about you to the border/immigration authorities of the country of 
your travel destination. Advance Passenger Information comprises the basic information 
contained in your passport that you would be required to present on your arrival. I 
 
Data access  
You are entitled to know whether we hold your personal data and if so, receive a copy of 
your data. You can use the form at the end of this section to request a copy of your personal 
data.  
In order for us to be able to process your request, you will need to provide us with the 
required information below: 
 
Your full name. 
A description of the data you would like to access including a date range (e.g. your holiday 
booking history for the past 12 months). An accurate description of your request will save 
you time and effort and will allow us to focus our searches on what you need and quickly 
reply to you. 
All email addresses you have used to book majestic destination products and services or 
communicate with us, even if you no longer use these.  
Other information that may help us locate your data (e.g. your booking reference).  
For the protection of your information, we will also need to verify your identity, so make 
sure you upload in the form a copy of your current and valid photo ID (e.g. passport page). 
 
If you submit a request on behalf of another person, we will need to ensure that this person 
has authorized you to make this request and receive their data. To make it easier for you, 
we have included in our form a simple consent form to ensure that you have the right to 
submit your request. You can submit your data protection request here.  
 
Please note that our Data Protection team does not deal with requests for invoices. In order 
to quickly and easily receive invoices of your bookings, please use the Contact us form. 
 
Data portability 
You have the right to receive some of your data in a portable and reusable format provided 
that you provided the personal data to us yourself. Majestic destination, we are happy to 
provide you with a portable copy of your flight history; other than that, we do not really 
hold data that would be covered by the right to data portability.  
 
Data rectification  
If you believe that we hold incorrect or incomplete information about you, please let us 
know and we will correct it. Most of the times, you will be able to correct and update your 



information through your easyJet online account. If this not possible, you can use the form 
below to notify us.  
  
Please note that any requests for changes in your active bookings, for example changes of 
passenger names or of travel document details, will be processed by Customer Services, so 
contacting our Customer Service team directly will save you time.    
 
Data deletion  
We will retain your information for the period required to fulfill the purposes set out in this 
Policy and when there is a legal obligation to do so.   
 
Please see the section on “How long we keep your personal data” below for more 
information. 
Data restriction  
In certain circumstances, you may ask that we continue to store your data but not use it. For 
example, if you consider that we hold information relating to you that you may need for 
legal purposes, you can request from us to not delete this information.  
 
Objection  
You have the right to object to the use of your data for direct marketing purposes at any 
time. Please see section 4 above for more details on how you can unsubscribe from 
marketing.  
Also, you may consider that you have reasons to object to the use of your data when such 
use is based on our legitimate interests as explained in this Policy. Before using your data for 
our business interests we have balanced these interests against your rights and freedoms; 
however, if you consider that you have grounds to object to the use of your data, you can 
explain to us your particular situation and we will individually review your request.  
 
Withdrawing consent  
As explained in section 4 above, we may use your personal data for various purposes and in 
most cases this is not your consent. When we rely on your consent to process your personal 
data (for example when you save details in your account for future use), you have the right 
to withdraw your consent at any time. We will respect your choice and stop further 
processing your data; however, any use of your data before you withdraw consent will not 
be affected.  
   
You can easily exercise your above rights by completing a Data Protection Request Form. 
After you submit the form, you will receive a confirmation receipt. If we need more 
information from you to process your request, we will contact you to let you know. If you 
have provided all the required information, we will process your request as soon as possible 
within one month.   
 
6. Protecting your personal data 
 
We are committed to protecting the personal data we hold by taking appropriate technical 
and organisational measures against unauthorized, unlawful or accidental access, loss,   
 



 
Majestic destination a PCI DSS compliant organisation. This means that we adhere to high 
security standards in order to protect your payment card details when you are sending us 
this information. 
 
Ensure appropriate access controls so that access to your information is only granted to 
those of our people that need to use it in the course of their work; 
 
Carry out regular penetration testing of our systems and third party reviews of our software; 
and 
 
Maintain internal policies and deliver data protection and confidentiality training to make 
sure our people also understand their responsibilities in looking after your information and 
commit to taking appropriate measures to enforce these responsibilities.  
 
 
As described in this Privacy Policy, we may in some instances disclose or allow access to 
your information by third parties who act for us for the purposes described in this policy or 
for other purposes approved by you. Where these third parties process your personal data 
on our behalf, we require that they have appropriate technical and organisational measures 
in place to protect this data.  
 
 
Also, in some instances we may be compelled by law to disclose our customers’ personal 
data to a third party, such as airports and border control agencies, and we have limited 
control over how data is protected by that party. 
 
8. Why we use cookies 
 
In order to improve our services, to provide you with more relevant content and to analyse 
how visitors use our website and app, we may use technologies, such as cookies, pixels or 
tracking software. Please be aware that in most cases we will not be able to identify you 
from the information we collect using these technologies.  
 
Most sites and apps collect certain information automatically in log files about the way in 
which you interact with them. This might include your IP address, geographical location, 
device information (such as your hardware model, mobile network information, unique 
device identifiers) browser type, referral source, length of visit to the site or app, number of 
page views, the search queries you make, and similar information. 
 
We also use cookies in our website, mobile app or in our emails. Cookies are small pieces of 
information stored by your browser on your computer's hard drive. They enable you to 
navigate on our website or app and allow us to provide features such as remembering 
aspects of your last holiday/flight search to make subsequent searches faster. You can 
delete cookies if you wish; while certain cookies are necessary for viewing and navigating on 
our website or app, most of the features will be still accessible without cookies. 
 



This information will be collected by us or by a third party site analytics service provider and 
will be collected using cookies. 
 
For more information on how we use cookies and how you can remove them, read our 
Cookie Policy. 
 
9. Sharing personal data 
 
Your personal data may be shared with other companies within our Group. It may also be 
disclosed to a third party who acquires us, a member of our Group or substantially all of our 
assets. We may also share your information with third party suppliers that provide us with 
services in connection the provision of our services to you,  
 
We may also share some of your personal data with, or obtain your personal data from, the 
following categories of third parties: 
 
Airports, government authorities, law enforcement bodies and regulators when this is 
necessary to get you to your destination or is required by law. 
For example, for specific travel routes we are required by law to provide border control 
agencies with information that relates to your travel documents and to your travel itinerary. 
This information is known as API (Advance Passenger Information). See our help page for 
more details about travel documents and API. 
We may also share your share your personal data with third parties in the event of a 
medical emergency in order to obtain advice and for the purposes of managing and 
recording passenger medical issues e.g. in the course of a flight. Your personal data may also 
be recorded in the flight report which is sent to the flight operator. 
  
  
  
Credit and debit card companies 
Our company shares some of your personal data, which includes information about your 
method of payment, flight booking and in some cases passenger names, to the credit or 
debit card company that issued the card you used to make your booking. In order to ensure 
the security of your transactions and prevent or detect fraudulent transactions, we will 
usually also share your information with our fraud screening partner. 
Our partners who offer travel related products and services through our website, promote 
offers or co-organise competitions on our website 
From time to time, we make certain third party offers available through our website or we 
may publish competitions co-organised by third parties. If you choose to purchase products 
or services offered through our website by third parties, accept offers or participate in a 
competition, some of your personal data, such as your contact details and your billing 
information, may be directly collected by or disclosed to that third party. 
Authorities, including the Civil Aviation Authority 
In addition to the categories of parties listed above, we may disclose your personal data 
when this is required by the law of any jurisdiction to which Majestic destination may be 
subject. 
  



10. Updates to our Privacy Policy 
 
Our Privacy Policy is a dynamic tool and we will modify it when there is a change to the way 
we process your data. We may update this Privacy Policy from time to time, to ensure that 
the information we provide to you is up to date and in accordance with the relevant data 
protection laws. Any new version of this Policy will be published on our website. 
 
11. Contact information 
 
Questions, comments and feedback regarding this Privacy Policy, are welcomed and should 
be addressed to our Group Data Protection Officer through the form available in section 4 
above or in writing to the following address: 
 
Majestic destination 
Aletta jacobsstraat 142 
2037PD, Haarlem  
Netherlands  
Travel aware 
  
  
  
  
  
  
  
  
  
  
  


